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Good morning ladies and gentlemen, 
 

Thank you for allowing me to speak on this matter of national importance, and I 
appreciate the time and care you are taking. My heart goes out to everyone in Connecticut having 
to relive that terrible tragedy. 

I come to you today from Tucson, Arizona, wearing two hats. One as national president 
of the Society of Professional Journalists, the largest organization of journalists in the country. 
My other hat is as a scholar who teaches and researches freedom of information. I feel my 
scholarly role might be more useful to you, and I notice a lot of journalists involved here, but 
really, this is not a “press” issue. Journalists care about these issues because they see first-hand 
the benefit of open records in making the world better. It has nothing to do with selling papers or 
getting ratings. Indeed, only 6 to 14 percent of public record requests are submitted by the 
media.1 This is an issue of importance to businesses, non-profits, and the general public. 

First, I want to say that clearly these records are extremely sensitive by their nature and I 
understand the pain they cause victims, their families, and the community. In national surveys I 
have found the general public is generally opposed to these sorts of records being open – they 
don’t see the benefits.2 And citizens have become more protective of their privacy over the past 
30 years. I get that. Your task is difficult. 

An important element in this discussion is the definition of privacy invasion. The typical 
legal definition in many state public record laws is that a person’s right to privacy is invaded 
only if disclosure about the person (1) Would be highly offensive to a reasonable person, and (2) 
is not of legitimate concern to the public.3 Both prongs must be met, and it is incumbent upon the 
person seeking privacy to demonstrate they are met. The presumption in state and federal FOIA 
is that government records are public unless there is a reason that they be closed, and deference 
is given toward the public having access. This is what has been deemed in the best interest to 
society as a whole, and is what separates the U.S. from dictatorships and unstable secretive 
regimes. 

Understanding that, it’s crucial to consider the long-term public benefits of these records 
remaining open – the “legitimate public concern” in the privacy test. Clearly, a major shooting – 
or any death of unnatural cause – is of legitimate public concern. That’s why we chip in our 
taxes to pay police, coroners, and other experts to investigate those deaths and let us know what 
happened. All unnatural deaths are of legitimate interest to the public – for our continued safety. 
Also, and somewhat ironically, by making these records transparent the state prevents further 
victims – the government protects the many in Connecticut who could be victimized in the 
future. In America, problems exposed are problems solved. Here are a few examples of how 
these public records save lives: 

• These public records free the wrongfully imprisoned. This week I conferred with a TV 
reporter from Tampa who got an innocent woman out of prison by accessing these types 
of records.4 There are countless “justice projects” or “innocence projects” throughout the 



nation – often law school students who find information through these records leading to 
the release of those wrongfully imprisoned. The Medill Justice Project at Northwestern 
University, for example, has freed many people from prison through these types of 
records.5 

• These public records help victims’ families find justice. The Tampa reporter 
mentioned above also used 911 audio tapes to investigate a botched murder investigation. 
The actual audio recording, not a transcript, was crucial to the case because of 
background voices analyzed by experts. He also used autopsy photos to expose problems 
in the Army’s death investigation of one of its recruits.6 There’s a case in Georgia right 
now where parents of a dead teen are trying to get photos to see if he was murdered in a 
school gym wrestling mat. There are more than 40,000 professional journalists in the 
country who depend on these types of records to help victims’ families in their 
communities.7 

• These public records expose problems in society. These records go beyond criminal 
activity. For example, Toyota had known for some time of a problem with some of its 
vehicles’ accelerators getting stuck, yet the company was criticized for taking inadequate 
steps to fix the problem. In 2009 an off-duty state trooper in California was driving with 
three passengers when his accelerator got stuck and his car drove into an SUV at 120 
mph, flipped and rolled, killing all in the car. The 911 tape was made public and posted 
on the Internet. In the tape, a passenger explains the situation and listeners can hear 
screams as the vehicle crashes. There was so much public outrage because of the horrific 
audio recording that Toyota had little choice but to recall vehicles immediately, 
potentially saving others worldwide from a similar fate.8 

• These public records preserve the integrity of our justice system. When it comes 
down to it, open government is about preserving democracy.9 More than any other kind 
of public record, criminal justice proceedings have traditionally been open to ensure an 
honest system, so we do not allow the government to abuse its power as we see in third-
world nations. We must remain vigilant or we will slide into a secret police state. Already 
we have started down that path. Just look at the federal government’s use of rendition – 
imprisoning and torturing people, including U.S. citizens, and then hiding it, using the 
legal justification of protecting the privacy of prisoners and victims. I’ve seen local police 
agencies starting to use this reasoning to hide abuses. Is that what we want? 
Ultimately, you have two choices, and either way you will hurt someone – there is no 

way around it. You may choose to close these records categorically to protect the victims and 
families from the potential pain and discomfort of seeing these photos and hearing these 911 
tapes, either in traditional media or online. But if you do, you will create future victims of 
murder, rape, police brutality, false imprisonment, and consumer product malfeasance, in 
addition to eroding the public trust in government. You must weigh whether it is worth killing 
and hurting people in the future to protect the feelings and sensitivities of current victims and 
their families. This is not an easy place to be – you are faced with a difficult conundrum. 

Some have sought compromise – ways of protecting victim privacy while still allowing 
the public access to information for preventing future victims. I applaud the intentions but 
unfortunately, based on what I’ve seen nationwide, I do not see them as workable. Categorical 
exemptions will not serve the public, and including the word “unwarranted” in the exemptions 
will not help. Research shows that records custodians err on the side of secrecy and will 
automatically keep the records secret, whether that secrecy is warranted or not.10 Indeed, about 



three-quarters of police agencies nationwide, on average, illegally deny requesters’ access to 
simple police reports, even without an exemption.11 Another proposed compromise is to allow 
people to view photos or listen to 911 tapes but not get copies unless an independent arbiter rules 
them public. This will require someone to decide whether or not copies should be made. Who is 
to do this? Courts are expensive and intimidating to the average person. Ombudsman systems are 
cumbersome and take too much time for issues that demand immediate attention.12 Ultimately, 
the result is essentially the same as blanket secrecy, and ultimately more people will be harmed. 
Some have recommended allowing access for just journalists, but how do you define a 
“journalist” today?13 And why exclude genealogists, historians, victim advocates, the ACLU and 
others who rely on these records to help the public? I also would not set an age for protection for 
the very reasons I outlined above. If one seeks to protect children from those records then the 
state will create more child victims of domestic violence, murder in the care of child protection, 
and more victims of school violence. I cannot fathom creating law that would knowingly 
victimize more children. I also would not create a system that lets families hide records that 
could save future lives. Some states allow notification of victims and families when records are 
released to the public,14 but families should not be able to dictate whether the records should or 
should not be released. Family members should not have the power to allow the victimization of 
more people. 

A last point I would like to make is that from a big-picture perspective, Connecticut is 
heading down a dark path. My research indicates that this state is becoming one of the more 
secretive in the nation, which is surprising given the long tradition of the FOI Commission and 
the status Mitch Pearlman and others have had nationally and internationally. Every state has 
parts of its laws that are more transparent and parts that are more secretive. When you aggregate 
and look at the big picture, as I did by looking at a dozen different ratings of state transparency, 
Connecticut has ranked smack in the middle – 25th in the nation, to be exact. Now with these 
provisions it sinks into the more secretive part of the country. It’s now what I call a dark state. 
The law here is worse, overall, than New York and New Jersey. And I certainly wouldn’t look to 
federal statutes and case law for guidance. In fact, more than 40 nations have more progressive 
public record laws than ours, including Serbia, Azerbaijan, Liberia, and Mexico.15 The U.S. used 
to be a leader in transparent government. Not any longer, and we are losing it little by little. Like 
frogs in a slowly boiling kettle of water. We’re headed for soup. 

Ultimately, making these records secret won’t make Connecticut better, or protect 
citizens. Not in the long run. The horrific, terrible events of December 14 will never go away, 
especially for the victims and their families. For that I am truly sorry. But hiding these records 
from the public will only cause more pain, more victimization, for more people. I know it is 
difficult, especially given the emotions and sensitivities from this horrific national tragedy, but to 
best serve the entire population of Connecticut, transparency is the the best long-term policy. 
Some of the worst laws are created with the best of intentions following the worst of 
circumstances. That appears to be the case here. I would hate to be in your shoes – to balance the 
needs of the few for the many, but essentially, whether it’s comfortable or politically feasible, 
that’s what needs to be done. 
 
Thank you, and best wishes. 
 
David Cuillier, Ph.D. 
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